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2-Wire systems do NOT need more cable wires to connect the components together. All
the signal transfer for the system is sent via the two power wires in the power cable.

IP technology is the most common and advanced network, and the direction of system
integration.

Now, 2-wire system and IP network are integrated. The IP network makes standalone 2-wire

systems working together, so it can be used for complex residential blocks, even for large
system.

As IP network is the backbone bus, it is ideal for simplifying installation. The system can

also share the existing Ethernet(LAN) network, without a dedicated network cabling and
cost.

Thanks to IP-Agent switchboard software, IP-2 wire system makes the door intercom can
be available in a PC as well as from the Indoor Monitor, for answering calls and releasing
doors. Additionally, video surveillance and recording can be achieved using extra CCTV
cameras in network as well as entrance door station cameras.
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Switchboard: IP-Agent software

PC software

The switchboard software may be installed on
desktop or laptop pc.

* Windows 7 OS is recommended
* SQL server database is required exceptionally,
if multi PC stations are installed

HS-PC Handset kit for IP-Agent

Handset with desk mount to connect with PC.

Works with IP-Agent, to answer calls just by
pick up the handset, and with 2 Unlock Buttons
in panel.

* One USB2.0 port is required
* Microphone and Speaker socket will be
connected

Switchboard: IP-G21 Guard Unit
IP Guard Station with 10" TFT touch screen

* PS5-24V power supply is required

Switchboard Functions:

* Answering calls from Door Station, Common Door Station, Intercom Point

* Answering calls from User Monitor

e Call Door Station, Common Door Station, Intercom Point

» Call User Monitor

» Call and communication with another online PC station or Guard station

* Entrance and Network cameras surveillance

* Door release function if called by Door Station or Common Door Station

« Call event list (Out, In, Missed calls)

* Transfer to another PC station or Guard station, if multi switchboards are installed

IP-Agent Software:

» Video manual/auto recording and image capture, playback in multi windows

IP-G21 Guard Station:

» Image capture and playback (800 images can be saved in flash memory)
» |f4~32GB SD card can be installed (More than 40000 images can be recorded)
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IP Gateway Converter: DT-IPC

IP Gateway Converter for 2-wire system

* Set DIP switches correctly according to DS/
CDS usage

IP Gateway Converter: CM-IPC

IP Gateway Converter for CCTV camera

DMR18

Digital keypad Door Panel

* Note: Set ID Code to 0~3 for DS mode
* Note: Set ID Code to 4 to CDS mode

DMR11 and EP11 Series

Direct-select Door Panel

* Note: Can be used as Common Door Station
directly

DT-59X

1/2 Call Button Small Door Station

* Work in Villa block, or Intercom Point in
system

* Note: For other components in system, please refer to 2-wire product information




Entrance Door Station
User Monitor

Video Distributor

IP interface unit (DT-IPC)
Common Door Station
Switchboard using IP-G21
Switchboard using PC
Network Switcher

Ethernet Switcher
DPS PS5-24V

System Capacity

IP network: 2-wire system:
1) Max. 6 PC Station (IP-Agent switchboard) 1) Max. 32 Monitors in each block
2) Max. 8 IP-G21 Guard Station 2) Max. 4 Door Stations in each block
3) Max. 200 2-wire system blocks 3) Max. 300m distance
4) Max. 200 Intercom Point 4) Max. 6 CCTV cameras
5) Max. 32 Common Door Station
6) Max. 32 IP network camera controller
7) Max. >10Km distance (By using optical fiber)
*Note: For 3/4/5/6 items, total number < 240 * Note: Refer to DT technical Guide
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1.4.1 Connect with PC in single family system

Video Surveilance §
L\

| e—

o
VT-QSW &

Home Network

1. Answer calls and release the door from PC

2. Monitoring Door Station camera or Video Surveillance cameras from PC

1.4.2 Connect Common Door Station in system

Apartment 1 Apartment N

DPS PS5-24V DPS PS5-24V

V
V

Common Door Station

DPS PS5-24V

Home Network

1. All Common Door Stations can call all the unit in each apartment

2. Switchboard is not needed in this case




1.4.3 IP system Diagram for complex residential buildings
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1.5.1 Connect with PC in single family system

Video Surveilance

PC

DPS PS5-24V

IP Home Network

Ethernet Switcher

PS4

M-IP
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1.5.2 Connect Common Door Station in Apartment compound

DPS PS5-24V

Common Door Station

o[-

EHE

IP Home Network

Ethernet Switcher

1®

£ |[om
s

Code=29, DIP-6=on S

Code=30, DIP-6=0n

Code=4, DIP-6=on

®

To next DT-IPC

of blocks

o[ i

l®

l®




1.5.3 Connect Intercom point in network

Switchboard Intercom Point

IP Network I

Ethernet Switcher

To next DT-IPC
of blocks

Switchboard
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1.5.4 Connect Quad switched 4 Cameras in one CM-IPC node

Video Surveilance

Switchboard

VT-QSW

IP Network
Ethernet Switcher
[
B J[ U P
[¢] (¢ Qsw
|
e

To next DT-IPC
of blocks

Switchboard
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1.5.5 Connect Multi Door Stations in block system

« DBC4S is used for Door Station distributor (Setup the current according to different models)

+ Refer DT system technical Guide for reference

Block

2E.

Switchboard

IP Network
T &

To monitors

Ethernet Switcher

—
AN i ——
0D PBC4S

OTN ABCD

(e}

(&) (&)
| |

To next DT-IPC
of blocks

Switchboard
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1.5.6 A complex installation example with Common Door Station and Switchboard

PIEOGUIIMS
uonels pieno

PIEOGUINMS
uonels pieno

PIEOQUINMS
uonels od

PIEOGUINMS
uonels od

(N )1ewey3
JIomjau auogyoeq d|

a'o'gooiq oL

-

I
v5d_ | TOOAT o

-13-




-14-

LN @
san @ 11 s | sao

| dUBJJUT UOWWOD

Z 9ouejug uowwon

Jgjus) piens

uonelS Od  uonels od uonelS pIEnY  UoHEIS pien

=
] ) &= &=
pJeoquoIms pJeoquoImMs
JUI0d WO2J8}U| Selawe) JYJoOMBN
Sa Sda
a»oolg = =5 D Yoolg = g00|g V oo|g




L 15-

1.5.7 Optical Fiber connection for very long distance

LAN network using fiber optic, brings insulation among the systems; this ensures a higher degree of
immunity from lightning damages.

Using IP as repeater can meet a large distance between the Door Station and Monitor.

Fiber Converter@

To monitors

A

(g2 0 o3 <

ﬁ ki I 85~260AC [HT]%

85~260AC @

Fiber Cable
TN
@
I I

Fiber Converter
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Product Introduction

2.1. IP-G21 Description
2.1.1 About IP-G21 Unit
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2.1.1 About IP-G21 Unit

The IP-G21 Guard Unit is designed as a dedicated switchboard to support IP network
system, which can be used for 2-wire or CAT5 network system.

Guard Unit is an essential part in IP system, it makes possible to manage calls from(to)
Common Door Station or Door Station, and Indoor Monitor.

Additionally, IP-G21 has other functions, such as alarm receiver, depends on system
configuration.

Max. 8 IP-G21 can be connected in system.

* 10 inch digital TFT with its resolution of 800x480 pixels

» Touch screen operation

* Handset or hands free answering

¢ Make intercom call to common door station,door station,and indoor monitor

2.1.2 Parts and Functions

—
] ] Microphone

. <_—

Handset | LCD screen

Speaker

Unlock button

Intercom button

< w® ) LED indicator

2.1.3 About main menu

The main menu is your starting point for using all the applications on G21.

To open the main menu page, press the LCD screen anywhere twice.Please see the above
diagram.total 7 items shown on main menu page:Manaul Monitor,Intercom,Event,User
Setup,Shortup,Service,Close.
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a.Manual Monitor:
Press Manual Monitor icon on main menu page,a digital keypad will be shown on screen.

Input the address by pressing the keypad,then press unlock or monitor icon,you can
release the door or see the conditions of common door staion or door staion.

Unlock Monitor

Otherwise,you can monitor or release the door for common door station or door station by
namelist,please press List icon to show the name list.

‘:« t‘

Lasl MNoxt

Fn

Unlock Mnnltnl

Keyhoard
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b.Intercom:

The Guard Station can make a call to common door station,door station and indoor
monitor,just input the address by pressing keypad,then press Dial icon to activate the

intercom call.(the intercom call also can be activated by namelist,just press List icon to
show name list )

Keyhoard

c.Event:

Press Event icon on main menu page ,total 8 items on this page.

It's available for G21 to search alarm and calling information, and can directly clear all
events on G21.just press Event Clear icon.

LN o
N A o

Alarm Alarm

All Calls
Roocord

e

LventClear

Memory Memory I ormat
Playb ack to S50
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The G21 supports picture memory function,and the pictures can be playbacked on G21,at
this page ,press Memory Playback icon ,each memo can display 4 pictures named by
date, and the pictures can be copied to SD card,just press Memory to SD icon.

FagcDn

Deleteall

d.User Setup:

User setup includes date and time set,ring tone set,monitor time set,password set,call
divert set,menu upgrate,and system tools set.These setting items can be modified at any

time.If you want to restore the settings to their default value.Please press Restore to
default icon.

W@

Call | one M onitor
Sctup Time Set

Call Devert Menu Hestore
Upgratc to default

-20- —



e.Shortup:

This section offers more convenient and effective methods for guard person to make a
call,just pressing the icon,calling is activated immediately.

&
- ] =
Mon D52 Mon CG0A Mon CGCL2

\ \

Dz e GL1

Call Lis2 Call GLA

f.Service:

2.1.4 Specification

Power input: DC 24Vdc (supplied by DT-DPS)
Standby Current: 190 mA

Working Current: 250mA

Screen: 10 inch digital TFT
Resolution: 800x480pixels

Video Signal: CCIR, 1Vp-p, 75Q
Transmission Mode: TCP/IP

Connection Port: RJ45

Network Interface: Standard Ethernet interface
Working temperature: +5°C ~ +40°C

Dimension: 382(W)X203(H)X32(D)mm

L 21-



2.2.1 About DT-IPC Unit

The DT-TPC unit is designed for DT 2-wire system to support IP networking. It is a network
gateway which is an essential node in IP network.

DT-IPC is capable of connecting block system and Common Door Station, intercom
point. It makes the door intercom can
be available in a PC as well as from the
Indoor station or Guard Unit. Answering
calls and releasing doors, or monitoring
entrances are also available.

Max. 239 DT-IPC can be connected in
system.

* One DT-IPC is required in one block.

» Built-in watchdog circuit in case of
crash.

* LED Indicators to show system status

» RJ45 Standard connection port

» |P address setting & store

» Talking volume adjustable

» Support TCP/IP network and fiber transmission or broad band network access.

» Adopt MPEG4 video protocol and G.729 audio protocol.

* Include 100Mbit Ethernet LAN and RS485 connection port.

2.2.2 Parts and Functions

Diagram:
IPC-PORT
k201 D203
@ LED202 31701
IPC-CT cn-Bso cN-BSI CN-DS e
reags SW201  S201

Onn nl nanWWWU ©

555555

29—



Terminal description:

Item Name Description

After power on for 10s,it will flicker

Status indicator LED202 : i
Always on while working
LED203
SW201 Refer to DIP switches setting in followings
DIP switches
S201 Refer to DIP switches setting in followings
Network Signal Input J701 RJ45 connection, connected to network.

Bus Signal Output CN-BSO 2 wire terminal connection,to DT-DPS connection

2 wire terminal connection, to monitors or DBC4s

i i N-BS1
Bus signal input C S that monitors are connected
. , Connected to door station or DBC4s that door
Bus signal input CN-DS !
stations are connected
Prog Button K201 Reserved
Set parameters of DT-IPC by PC that is connected
PC port RS485 P y

by RS485-USB Convertor

2.2.3 Specification

Power input: DC 24Vdc (supplied by DT-DPS)
Standby Current: 190 mA

Working Current: 250mA

Video Signal: CCIR, 1Vp-p, 75Q

Audio Signal: 300~3,400 KHz, 0~240 mV
Transmission Mode: TCP/IP

Connection Port: RJ45

Network Interface: Standard Ethernet interface
Working temperature: +5°C ~ +40°C

Dimension: 140(W)X60(H)X150(D)mm
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2.2.4 Installation Setup Instructions

a) DIP switches settings:

OFF(0)

ON(1)

J-

DIP Switch Status(Defaults are OFF)

S201 switches settings:

Total 6 bits switches.Bit-6 is used to set the video impedance matches.

Bit state Setting Bit state Setting
on Set to high on Match video
Q impedance Q impedance

Functions of bit1 to bit 5 are reserved.

SW201 switches settings:

Item Bit state Descriptions

Bit-1 /1 Reserved
ON
JALE Villa application mode

. 1234

Bit-2
ON
Q |;| Q Q Apartment application mode
1234
ihﬂg Set to "on",press Direct Call Guard Unit on monitor to
1234 call switchboard

Bit-3
i”mum Set to "off",press Direct Call Guard Unit on monitor to
1234 call local Guard monitor
ON
Q Q Qﬂ Set as common door station

Bit-4 —
ON
Q Q Qm Set as door station
1234

24- —



2.2.5 Wiring Diagram

I Y35

A Block

B Block

G Common

Station




C Block

Etnernet Switch

L L o g

D Block

Guard Unit

station

Twisted Pair Coble (@x1.0mm?)

CATS

-26- —



L1 97-

2.2.6 IP Address Setup

For constructing a DEDICATED LAN for IP system, all network devices must be specified
different IP Address.

* Network device model includes DT-IPC, CM-IPC, IP-G21 and PC Station.We will just
state device short for network device in the following statement.

* All network device can be detected by IP8210 config and IP-Device, but only DT-IPC,
CM-IPC & IP-G21 can be set by the two softwares. PC Station is set by Windows IP setup

1. General Rules for IP Adress Setup

All the devices must be in the same IP Segment.(Assume that using the segment:
192.168.0.X in this manual )
* 192.168.0.1 is used as a network gateway. Devices can’t be set to this address
* All devices must be set a unique IP address & MAC address
* If more than one device have the same IP address, only one of them can be available
by IP8210 config or IP-Device software

* If PC & the device to be set have the same IP, the device can’t be detected by IP8210
config or IP-Device software in this PC.

* Here are the table for range of device IP address

Range: Device:
192.168.0. 2 - 192.168.0. 240 DT-IPC, CM-IPC
192.168.0.241- 192.168.0.246 PC Station(IP-Agent)
192.168.0.247 — 192.168.0.254 Guard Station(IP-G21)

2. IP Address Setup by IP8210 Config Software

For new devices, IP address of devices are initialized to the same address, so it's
recommended that IP address of devices is set one by one. It's easily fulfilled via IP8210
Config software.




Steps for IP Setup
a.Set PC IP address (Assume that IP of PC is set to 192.168.0. 125)

* See the notification area in the bottom right corner of windows desktop

18:12
2002/1/6

H:“il |.,. 1

Cumently connected to:
[
— TS

Mo lnbiimet #dcwid

* Press H icon in the notification area. It will e

pop up a window for selecting network. D-Linik, DIR-600M

Click Open Network and Sharing Center item.

aba
| a0

| VlWods

| 'WerktLabon

| winnie

* Select Local Network in the pop-up window.

3E » Control Panel » MNetwork andintemet » Network and Sharing Center v | 43 | Search Control Panel
Control Panel H : z s . ;
ik View your basic network information and set up connections
Manzge wireless networks * = x V el e
Cha ber sett a
e ACER-PC *EHNAS Intesmet
Change advanied shiing (This comparter)
G Wiew your sctive networks Conmect or disconnect
AT Accesstype Mo bntemet access
Puslic metwerk Connectiong: § TEREHE
Change yous networking settings
s Setup a new connection of netwark
| Set up a wareless, becaciband, dul-up, ad ho<, or VPN connection: or set up a router of JCcess point.
|
| Connect to & network
Conmect or reconnect 1o 8 wireless, wired, dial-up, 6f VPN network connection.
= 5 Chocse homegroup and sharing options
. Aiccess fes and printers located an other network computers, or change sharing settings.
Internet Options
Windeed Fieewall ] bleshoot problems
d regi ek problems, or
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* Press Properties button in the
Local Network Status window

*

Select Internet Protocol Version
4(TCP/IPv4) item in the Networking
tab of Local Network Properties
window

*

Select Use the following IP
address option in the General tab
of Inter Protocol Version 4(TCP/
IPv4) Properties window

L 99

(6 2 st (=]
[ General |
IPv4 Connectivity: Mo Internet access
IPv6 Connectivity: No Internet access
i Media State: Enabled
| Duration: 00:14:13
Speed: 100.0 Mbps
Activity
Sent — Eg —— Receivad
Bytes: 8 | 448 |
([ EPropertes | [ Gnisable | [ Diagnose |
Netwerking | Sharing
Connect using:
¥ Broadcom NetLink (TM) Gigabt Ethemet

This connection uses the following Rems:

¥

™ B GoS Packet Scheduler

[ 81 Fie and Printer Sharing for Microsoft Networks
¥ - HTC NDIS Protocol Driver

[l - Intemet Protocal Version & (TCP/1PvE)

[l - Intemet Protocol Version 4 (TCP./1Pv4)

[ -4 Link-Layer Topology Discovery Mapper /O Driver
[ i Link-Layer Topology Discovery Responder

e e [T
Description
Alows your computer fo access resources on a Microsoft
network.

J

Dternet Protocol Version 4 (TCP/IPvé) Properties =
General | Alternate Configurat

You can get [P settings assgned automatically if your network supports
this capability. Otherwise, you need to ask your netwaork sdministrator
for the appropriate TP settings.

@ Oibtain an [P address automatically
() Use the following IP address:

@ Obtain DS server address automatically
) Use the following DNS server addresses:

Validate settings upon exit repem———




*

Input IP address, Subnet mask
and Default gateway as following
picture shows, then press OK

Intemet Protacol Version 4 (TCP/IPvd) Properties R

General |

fou can get IP settings assigned automatically if your network supports
this

capabiity. Otherwise, you need to ask your network administrator
button to finish setup AL L
) Obtain an TP address automaticaly
@) Use the following IP address:
P address: 192 .168 . 0 .125
Subnet mask: 255,255 .255. 0
Default gateway: 192,168 . 0 . 1

Obtain DNS server address automatically
@) Use the following DNS server addresses:
Freferred DNS server:

Alternate DNS server:

[~ vaidate settings upon ext

b. Connect device to PC directly or the network

c. Start IP-8210 Config Software

* The path to get the software: \K 2012\Tool\IP8210Config\

FIPB210 Config

Config

Stop

Close

0%
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d. Press Search... button to search the device. You can press Stop button to end the
search after the device has been detected. Just like the following picture shows

3 [Mac [ Mask Gate [ Language
192.168.0.2  00-50-56-A8-00-02 255.255.255.0  192.168.0.1 Englsh i

Close

0%




f. It will pop up a window for IP address config. Modify IP address, and then press OK

button to confirm. lts Mac address will be automatically modified simultaneously.

* Config

P (R 158, 0 , 2

g. If setup is successful, it will pop up a window to inform you. Press ‘Confirm’ button

* P 8210 Coniig

| Mac | sk Gate ] LA

192.268.0.21  00-50-56-A8-00-15 295.255,255.0 192.168.0.1 Englsh

0%

320 —



3. IP Adress Setup by IP Device Software

An IP setup tool has been inserted in IP Device software. The function is the same to
IP8210 config software.

Steps for IP Setup

a) Install PC Station package software. And IP Device software shortcut will be created
automatically in the desktop.

b) Set PC Station IP

Assume using the following IP address :

IP address: 192.168.0.246

Subnet mask: 255.255.255.0

Default gateway: 192.168.0.1

Note that IP address range of PC station must be from 192.168.X.241 to 192.168.X.246. X
is the specific segment number that is configurated by IP Device. Assume that 0 segment
has been specified.

c) Connect the device to PC directly or the network

The following is a diagram of network connection

2 wire riser 2 wire riser 2 wire riser

2 wire IP
interface
(DT-IPC)

2 wire IP
interface
(DT-IPC)

2 wire IP
interface
(DT-IPC)

IP backbone

IP backbone installed
using a dedicated LAN
network

-
=

Guard Unit PC

L 33-



d) Start IP Device software

Erefresh Oekine ot Bpet Bepan Bevice

fean beformamon

[

[

€ oome

AL, ewort orine

e

Pragect Information
Praject Mame:
wudA

Trogect Dencription

e) Click right mouse button on Benchmark Project, then select IP Node Config in the

pop-up menu

f) In IP Node Config page, press Scan & Check button

34- —



L -35-

Psg 921680 Brepettisns  Banchvnack Projeet
Hezwork Configuratons.
» Enatied Model Device Name State s Address -
N 0z
[192.1880.3 wz H
|152.168.0.4 o4
|152.168.0.5 08
| 1521080 08
152.1680.7 a7
| [152.188.08 08
| 1215809 s
| [192.188.0.00 on
| |192.189.0.00 on
|192.188.0.02 o2
| 152.168.0.13 o
|1 s000s 014
| |152.1880.15 o1
| |152.1880.16 o
| |152.188.0.07 o
| |152.180.18 0B
| |192.188.0.9 T on
|192.1680.20 T o0
| 152 88.0.21 T o
|192.168.0.22 ¥ o2
BiCETLES ¥ o
| 12188020 r o4
| |152.1680.25 -3
| |52 1080.2 s 3
Selet Unselect Scan & Check Save Cancel

g) Then it will pop up a window to show devices that are detected. Assume that
192.168.0.2 is the device that is supposed to be set to 192.168.0.93.

® Network Scan

~Network Device
[ | Mac Mask Gate
© 192.168.0.96 00-50-56-48-00-60 255.256.255.0 192.168.0.1
© 152.168.0.2 00-50-56-48-00-02 255.255.255.0 192.168.0.1
© 192.168.0.247 00-50-56-A8-00-F7 255.255.255.0 192.168.0.1
@ 192.168.0.62 00 =50+56-A8-00-3E 255.255.255.0 192.168.0.1




h) Double click 192.168.0.2, then a window pops up for modifying IP, input 93 then Mac

address will be automatically modified. Press OK button to confirm modification.

¥ Network Scan

Cancel

Netwark Device

P | Mac Mask Gate
© 192.168.0.56 00-50-56-A5-00-60 255.255.255.0  192.163.0.1
© 192.1668.0.2 00-50-56-A8-00-02 255.255.255.0  192.163.0.1
© 192.168.0.247  00-50-56-A8-00F7 255.255.255.0  192.168.0.1
© 192.168. T " T

Config

Close

i) A window will be pop up to inform you if config succeed, just like the following picture shows. Press

‘confirm’ button

* Network Scan

Network Device

[ | Mac | Mask Gate
© 152.163.0.% 00-50-56-A5-00-60 295,255.255.0  192.168.0.1
o 192.168.0.93 00-50-55-A3-00-50 255,255.255.0 192.168.0.1
© 152.163.0.247 00-50-56-A3-00F7 255.255.255.0 152.168.0.1
© 192.163.0.62 00-50-56-A3-00-3 256.255.255.0  192.168.0.1

Search
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4. Find Specific Network Device in IP System

In the IP system, if you want to check device IP or find specific network device, you can
operate it as follows, take DT-IPC as example.

a. Check Device IP

1) Press K201 button in DT-IPC

2) Device info will be shown in IP device software in 2s. The device info format is as
following picture: ‘Device Test Tip:’ + Device name + Device IP

Eille Language Help

2 ¥® senchmark Froject oo It
A\ cAM network Camera (192.168.0.20) @ o=

s @ :; A Block (192.168.0.21) © oo

s & :‘c. 8 Block (192.168.0.22) ©Q o

or
@ e Cook(152.168.023)

]

DT
€ [pc DBlock (192.168.0.24)

&

irvakd Model
or
P Common Enj
ot :
@ o e, Common En Device Test Tip: C Block (192.168.0.23) IR
Name
A gl Guard stetic Benchmark Project
Q g Guerd Station 4 (192.168.0.244) Project Description
A
@ 6L Guord station 2 (152.168.0.253) el
1 Metwork Camera
o GL Guard Station 1 (192.168.0.254) ;:f;d“'::t PG2)
Totally 40 fats

4 [l | 3

Refresh Online Impost Export Report Device
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b. Find Specific Network Device

If you don’t know the related device of specific IP address, you can find out the relationship

by tip device function in IP device software.

1) Select one IP device you want to check, click right mouse button on it, select Tip
Device in the pop-up menu.

&4 IP Device 2012

File Language Help

= ﬁ' Benchmark Froject

oT
@ o ABock(92.168.0.21)
oT

®

B Block (192.168.0.22)

D Block (192.168.0.24)

Cormmon Entrance 1 (192

00000
%2373 9%

‘Commaon Entrance 2 (192

Lh =

A\ <aM netviork Comera (192.168.0.20)

(=1 @ i
Tcon Information
0 Unchecked
© o

€ ofine

AL, gl Guerd Station 3 (192.168,

Management

05 Config
Maniter Config

Check DS Online
Check IM Online

Tip Device

ALy, Metwork Online

A Irvvalkd Model

Project Informaton
Project Hame

0 E_ Guard Station 4 (192.168.0.244)
€ 6L cuard station 2 (192.168.0.253)

€@ 6L cuard station 1 (192.168.0.25%)

Refresh Online Import

Report Device

Benchenark Project

Project Description
4Biocks: AB/CD
2 Common Door Staton
1 Network Camera
2PC Staton
2 Guard Unit{ IP-G21)
Totaly 40 flats

2) Then LED202(red)&LED203(blue) of the related DT-IPC will blink 8 times

simultaneously.
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5. Check Network Device Online
The status of devices is unchecked after configurated. The following are two methods for
checking network device online

1) Press Refresh Online button on the left-bottom corner in main page of IP device
software.

2) Click right mouse button on Benchmark Project, then select Check Network Device
Online in the pop-up menu.

Y Inksrmaion
@) cam navvork camens (192.166.0.20) [

= @ g Aok (192.168.0.21) @ o

* @ :: RAlnck (102.163.0.93) © on-

8 @ o Coek(szie02) e

9 @ o DBeck(iszI024) A i

s @ : Commer Entrosce & (192.166.0.25)

s @ z Cmmar Frirmace 7 (197.165.0.76) sromet infamaten
© [ Gerd stmicn 3152.168.0.243) TS s

© G coort simion 4 (152.168..244) Prsoct Deslyten

© L Giocd statien 2 (152.160.0.25%)

© 6L ot sianien 1 (162 1600 754)

Fefiesh Ouli e it Bl Rewurl Devie

As you see, D Block, Guard Station 2 & Guard Station 1 are offline. Network Camera is
online, but device model doesn’t correspond with the connected device. Other devices is
normally online.

*IP Dovice 2017

e \anguage Heb
(B0t g o Project il
A CAM Network Camera (192.166.0.20) [
ot
o] o g A Block (192.168.0.21) ° Orine
oT
2 @ e BBock(152168.0.22) € o
oT
@ @ pc CHock(192.168.0.23) &
or
5 D Block (192.160.0.24)
Ol x] we ¢ ) A roivon
5 @ e Common Entrance 1 (192.168.0.25)
or :
© @ gpc Common Entrance 2 (192.168.0.26) Sropect Informaten
Q I Guord Stabon 3 (192.168.0.243) "“;:;B"'
Q g_ Gubrd Station 4 (192.168.0.244) e

@ 6L Guord staton 2 (192.166.0.253)

o GL Guard Station 1 (192.168.0.254)

Refresh Online Empart Export Report Device

L 39-




Chapter 3

Software Introduction

3.1. Software Installation
3.2. IP-Device Introduction

3.3. IP-Agent Introduction
3.3. 1 Overview

3.3. 2 IP-Agent Description
3.3. 3 Monitor Viewer

3.3. 4 Record Viewer

3.3. 5 Capture Viewer

3.3. 6 Setting
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1. Double Click Setup.exe. Start to install PC Station
- Setup.exe
& 4 ) Installscript Setup Launcher
#Acresso Software Inc,

2. Select language, then click Next.

I. K20172 - InstallShield Wizard
EREEES
MTFRRET R EESEES.

=

o T B BB ROR
i L =
i, F
ﬁu
i

=

BB

- e

M
H

B8
bt
i

|nstallShield

< b—dm [F=Fm ] [ BE |

f K2012 - InstallShield Wizard

Preparing S5etup

Pleasze wait while the InstallShield Wizard prepares the setup.

K.2012 Setup is preparning the InstallShield ‘Wizard, which will guide you through the rest of the
setup process. Please wait.

InstallShigld

Cancel




3. Click Next

=)

Welcome to the InstallShield Wizard for K2012

The InstallShield \wizard will install K.2012 on waur
computer. To continue, click Mext.

; Back [ Mest > ][ Cancel

4. Select folder for installation, then click next

I K2012 - InstallShield Wizard

Choose Destination Location

Select folder where setup will install files,

G Inztall K.2012 to:
C:\Pragram Files\K2012

Imstall 5 hield

<Back [ Mest: I[ Cancel

5. Click Install button to begin the installation, then waiting till installation finishes.
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K2017% - InstallShield Wizard

Ready to Install the Program % ‘
The wizard iz ready to begin installation.
Click Install to begin the installation.
| wan want ba review or change any of vour installation settings, click Back. Click Cancel to exit
the wizard,
InztalShield
<Back [ Instal | [ Cancel

6. Then click Finish button to confirm it

K2012 - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed K2012.
Click. Finish to exit the wizard.

< Back Cancel

7. Please note the default login info:
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ID: Device

Password: 123456

Server Name: Machine Name + ‘\K2012’
Database Name: K2012

ID device

Password

Password

Server Name

Database Name




IP-Device is used to construct a new project and save project info to a database for IP-
Agent whose info is based on the database.

Recommended Configuration Route:

Project Property -> IP Node Config -> Block Config -> Guard Centre Priority Setting -> Call
Table for Blocks -> Call Table for Common Entrance -> Parameter Management for Blocks
and Common Entrance

IP Device Interface Instructions

1. Project Property

Start the IP Device Software

iPDevice 2012
(3h

Click the right mouse button on Default Project, then it will pop up a menu. Select Project Property

=P Device 2012

fcon Information

Broject Property

P Mode Confg @ e
Gusrd Center Priority
Event Up Settng o ke
Ehedk Network Device Online
€ ofie
Taput Tabie
® L
-& Ll_‘ Network Online
A Irwvaild Model
Project Information
Project Name
Defau Project
Project Description

4 - 1 »

Refresh Online. Impart Export Report Device
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It will pop up a window for setting project property.

IP Seg: Select a IP Segment for the new project. We will take 192.168.0.X as an example
in this manual®

Project Name: Name the new project
Project Description: Can input some info about project

Project Mark: Can input some info about project

Insert time line: Insert created time in Project Mark frame.

"= Project Setting
Defaul Pro
EE ject Pseg 192, 168,
Project Name: Defaul Project
Project Descrpton
Project Mark [=]
Insert time line
-]
Save Cancel
Ul [} | v
Refresh Online tmport Export Report Device

i e e See the picture above, Benchmark
Profect Name Benchmark Project Project is assumed a 2 wire/IP
Project Description 4 Blocks: A/B/C,

r Cc[:mmun lI,I:?l;.’m'ﬂ?itan'mﬂ SVStem .

1 Network Camera

2 PC Statio H H
e I porty Click Save button to save info when
Totally 40 flats fini sh
Project Mark 2 Wire System| (=]
e S ‘ *Note that IP Seg just can be set at

the first time. It's to say, IP segment
isn't editable after first set.

Insert time line

Save Cancel
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2.IP Node Config

Click the right mouse button on Benchmark Project, then select IP Node Config. Select IP

nodes which will be adopted in this project, select its model and name the device.

IP Nodes Description

IP Nodes

Description

192.168.0.2 to 192.168.0.240

Door Station/Common Door Station/

Camera

192.168.0.241 to 192.168.0.246

PC Station( IP-Agent)

192.168.0.247 to 192.168.0.254

Guard Unit

Model Description

Model Name

Model Description

C5-IPC_CDS C5-IPC for Common Door Station
C5-IPC_DS C5-IPC for Door Station

CM-IPC IPC for CCTV Camera
DT-IPC_CDS DT-IPC for Common Door Station
DT-IPC_DS DT-IPC for Door Station

GL-IPC Guard Unit

PC PC Station( IP-Agent )

ST-IPC IP8210




For example, in Benchmark Project, see the table, IP Nodes can be configured like the
following picture

IP Device
192.168.0.20 Camera

192.168.0.20 to 192.168.0.24 Door Station

192.168.0.25 to 192.168.0.26 Common Door Station
192.168.0.254 and 192.168.0.253 Guard Unit( IP-G21)
192.168.0.243 and 192.168.0.244 PC Station( IP-Agent )

IP Node Config:

Project information
Pseg 1921680 Procetiome  BenchmarkcProject
hetwork Contigurations
» | Enbed | iode: I Devee Hame st | Mac Adress ] -
152.168.0.14 o1
|sszens o5
192.168.0.16 o H
152,368,047 o7
152.168.0.18 o1
|s2180.19 o1
|15z 388.0. v onrc Hetwork Carmera
|192.188.0.21 v OTPC DS Aok
|192.168.0.2 w DT 5 B Block
192.168.0.23 ¥ orecos CBlock
|152.153.0.24 v DrEcps 0 Block
2805 ¥ orpcos Common Entrance 1
g 1oz 188.0.26 s omrogn T
7
152.168.0.28 o
snusn 02
|152.1680. om
|52, 188031 o3t
152,168,032 032
152,168,033 ox
|1z880.34 034
|s2380.35 03
152.166.0.% o3
|192.1680.57 [
2808 om 4
Select Unselect Sean & Check Save Cancel
192.168.0.2%9 m
|1s2.188.0.290 =0
| 1921680201 e 241
| |s2s80.202 c E
| |r92.1080.243 v e Guard Station 3
| |19z.168.0.244 v c Guard Staton 4
192.168.0.245 c 245
| m2.158.0.2% C %
192.168.0.247 T 247
| 2 g
B
%0
E
2852
Guard Staton 2 E|
BTy e e i
Seledt Unselect ‘Scan & Check. Save. Carsel

If all the device has been installed in the project, you can click the Scan & Check button to
search if the selected IP Nodes are online. If not installed yet, click Save button to write the
info to the database. Then main interface will show the devices like the following picture.
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Fie Language b
 r—————
@ <AM Netveork Camer (192.168.0.20) @ v
oT
@ @ jpc ABlock(192.168.0.21) © o
DT
@ o e B Block (192.168.0.22) 0 Offine
T .
i
5] e € Block (192.168.0.23) i
oT
= @ we D Block (192.168.0.24) A
@ @ jpc Common Entrance 1(192.165.0.25)
_ DT
= o PC Common Entrance 2 (192.168.0.26) Praject Information
(7] E_ Guard Station 3 (192.168.0.243) e o
Defaul Project
© B Guore station 4 (192.168.0.244) S
@ 6L Guard station 2 (192.168.0.253)
@ 6L cuard station 1 (192.168.0.254)
1] ] ] »
Refresh Online Import Export Report Device

If you want to check if the devices are online, you can press Refresh Online button or click
right mouse button on Benchmark Project then select Check Network Device Online. See
the following picture, Means device offline, and means PC is online, but IP-Agent isn’t
opened. indicates the model of IP Node is wrong selected, or wrong DIP switch setting of
IPC.

Icon Information
o] % Benchmark Project

€ caM network Camera (192.168.0.20) @ wnoede
o @ pr Avlock(1921680.21) © o
9 @ D bolock (192.168.0.22) O o

oT

o] 0 tpc © Block (192.168.0.23) A vt anke
ol ] :,),: D Block (192.168.0.24) A
] 0 ::2 Common Entrance 1 (192.168.0.25)
o] o 32 Common Entrance 2 (192.168.0.26) Project Information

A E_ Guard Station 3 (192.168.0.243) ""';:::‘:{:";‘

@ E_ Guard Station 4 (192.168.0.244) S

€@ 6L Guard stetion 2 (192.168.0.253)

o GL Guard Station 1 (192.168.0.254)

4 . | »

Refresh Online Import Bxport Report Device
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3. Block Config

Double Click A Block, you will find no door stations and monitors there. Door stations and
monitors must be configured.

He Language Help
a EE‘ Benchmark Project
0 CAM Network Camera (192.168.0.20)

5 @ pe

A Block (192.168.0.21)

[ ;
= Door Station
=

.__' Indoor Monitor

&

8 Block (192.168.0.22)

€ Block (192.168.0.23)

B &

D Block (192.168.0.24)

]

6000

788338349789

Common Entrance 1 (192.168.0.25)

&

Common Entrance 2 (192.168.0.26)
A a Guard Station 3 (192.166.0.243)
© G Guerd stoton 4 (192.168.0.244)
€ GL Guard station 2 (192.168.0.253)

-

!

]

Refresh Online Import Export

Report Device

Tenn Informaton

ouoehedeed
@ o
€ ome

AL, Neteork Onine

A Irvvakd Moded

Project Information

Project Name
Defeud Project

Project Description

"= 1P Device 2012
Eie Language Help

3 =¥ senchmark Project

Q CAM Network Camera (192.168.0.20)

ot
2 @ we

g Door Station

05 Config
Maritor Confg
7] ndoor Moniter  ToDevies
© @ [ Block(192.168.0.22)
© @ [pc CBlock(192.168.0.23)
oT
0 @ ipc DBlock (192.168.0.24)
ot
C] ° pc Common Entrance 1 (192.168.0.25)
ot
0] ° PC Common Entrance 2 (192.168.0.26)
b gl Guard Station 3 192.168.0.243)

€ I Guord Station 4 (192.168.0.264)

o GL Guard Station 2 (192.168.0.253)
4 T

Refresh Online Import Export

Report Device

Tcon Information

(7 N
€ o
€) offee
AL, Metwork Orine

A Invalid Model

Project Information

Project Name
Defaul Project

Project Description

Take Benchmark Project as an example. There are 2 DT592 and 4 monitors in A blocks.
User Codes of monitors are 00, 01, 02 and 03 respectively.

DS Config: Click the right mouse button on A Block -> Select DS Config on the pop-up
window -> Config just like the following picture -> Click Save button to confirm -> Software
will check if the door stations are online automatically.
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= Door Station Config

Building information
Building A Block (192.168.0.21)
Door Station Configurations
| Enabled | Addess | Model \ Device Name
1 DTS9X A Block-01(DT592)
,, RN :-::20" 52
i 3 A Block-03
4 & Blodk-04
Save Cancel

i - Icon Information
& *® senchmark project =

€ cAM tietwork Camera (192.168.0.20) @ e
c] 9 Orine
a I; Doar Station 0 Offine
€ MR 4Bsiock-01(oT502) | B s
€ MR A Biock-02(07592) A
Trvald Mode!
; Indoor Monitor
ot
= PC B Black [192.165‘0.22) Project Information
DT Project Name
@ Ipc € Block (192.168.0.23) St
D Block (192.166.0.24) Project Description

&

pe Common Entrance 1 (192.168.0.25)

0]

(0]
00000
%9

[

pe Common Entrance 2 (192.168.0.26)

AL i Guard Station i{m.tse.o.zaz) ] : -

1

Refresh Online Import Expart ReportDevice

Monitor Config: Click the right mouse button on A Block -> Select Monitor Config on the
pop-up window -> Config just like the following picture -> Click Save button to confirm ->
Software will check if the monitors are online automatically.
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Monitor Config

Buiding information
Building A Block (192.168.0.21)
Device Name -
|2 Block-000 1(Alex)
A Block-0002(Tony)
A Black-0003(Jacko} |
A Block-0004
|4 Block-0005
A Block-0006
_ | Block-0007
L] 0008 |A Block-0008
B 0003 | Block-0009 d
| 0010 |4 Block-0010
L 0011 | Block-0011
| no12 | Black-0012
] o013 |A Block-0013
| |o14 |A Block-0014
| o015 |4 Block-0015
| o016 |4 Block-0016
| 0017 |4 Block-0017 :
B loo1s |A Block-0018 |
| o019 |4 Block-0019
L] o020 |A Block-0020
| |noz1 | Block-0021
L] o022 |A Block-0022
B 0023 | Block-0023
0024 A Block-0024 i
Select Unselect Save Cancel
0024 A Block-0024
| oo2s | A Block-D025
0028 A Block-0026
| o027 |A Block-0027
0023 A Block-0023
| |ooza | A Block-0029
0030 A Block-0030
" 0031 | Blodk-0031 ]
£
Select Unselect Save Cancel

Note that 0032(User code) is equal to 0000 when door station is DT592 or DT596




= ® senchmark Project
Q CAM Network Camera (192.168.0.20)
oT
2 @ pe ABiock(192.168.021)
= E Door Station
€ MR 4 siock-01(oT502)

€@ MR 4 slock-02(07552)

€@ FD Aslock-0o01(Alex)

€ FD Asiod-oo02(Tony)

€ FD Asiod-oo030acka)

0 FD A Block-0032(Calo)
= @& :Tc 8 Block (192.168.0.22)

DT
© @ pc coiock(192.168.0.23)

Refresh Online Impart Egort

Report Device

Igon Informaton

EI Hetwork Orline

DS and Monitors Config of other blocks in Benchmark Project can use the same method to

config.

4. Guard Centre Priority Setting

This setting is configured for guard centre( PC Station and Guard Unit) priority.

Project Property
[P Node Config

G i

Event Up Sef

o CAM Network

&

DT
tpe ABlock(
pT Check Network Device Onine

Input Table
1P Table

®

Pe B Block (

e CBlock(

®

tpe D Block (192.168.0.24)

&

tpe ‘Common Entrance 1 (192.168.0.25)

&
000000
g

®

Common Entrance 2 (192.168.0.26)
A i_ Guard Station 3 (192.168.0.243)
€ gl Guerd station 4 (192.168.0.244)
@ 6L Guerd station 2 (192.168.0.253)

€@ 6L Guard Station 1 (192.168.0.254)

4] [I]

Refresh Online Import Bport

Report Device

Tcon Information:

@ Unchesd
& o
€ ofne

AJN!&WG\'ILOI’*\Q

A Invald Model

Project Information

Project Name
Defaul Froject

Project Description
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See the following picture, there are 8 position for calling transfer. For example, when one
door station or monitor call Guard Centre, it will call GL 1 firstly, if GL 1 is busy or offline,
the calling will be diverted to GL2, if GL2 is busy or offline, the calling will be diverted to GL

3... Repeat this till divert the calling to the last Guard Centre.

Gua.{-;-] Center pnonty =

Default GL Input

GL1
GL2
GL3
GL4
GLS
GL6
GL7

GL8

Writeto all device

The order of default GL call transfer

None -
None -
None -
None -
None -
None -
None -
None -
Save Cancel

Default GL Input

GL1
GL2
GL3
GL4
GLS
GL&
GL7
GL8

Writeto all device

Guard Cer:zfé;.Pnonty

The order of default GL call transfer

00

Guard Station 1 (192.16 «

Guard Station 2 (192.16 «

Guard Station 3 (192.16

None -
None -
MNone hd
None -
Save Cancel

Press the Write to all device button to download the info to all devices connected to the
network, and info will be saved to database at the same time. If only press Save button, the

info just is kept in the database, isn’t downloaded to devices.
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5. Call Table For Blocks

For DT-IPC of blocks, there is 2 call tables for calling guard station: Button Call Table and
Call Priority.

The route for Call Table(Take B Block as an example): Click right mouse button on B Block
-> Management -> Call Table, see the following picture, both of them have 2 buttons, View
& Edit and View On Device. Press View & Edit, you can view the table in the database
and edit, then can download the edited table to the corresponding DT-IPC. Press View On
Device, you can check the call table in the corresponding DT-IPC.

e
= =I* senchmark Project
A\ cam netvork ca
oT Device infomation
@ @ ppc ABock(1 = Orice
oT Device Madel DT-IPC_DS =
a2 @ e Bokckts - - < e
| Hardware Version IPC-CT bLD
- e Ll MetworkOrine
c] | Indoo. A s
o vkt Model
2 @ e coock( i
bT Button Cal Tabie View & Edit View On Device
@ @ ppc DBk ectinformaton
: —
s @ Common En 7] P
g Benchmark Project
1P Call Table View & Edet View On Device
o] o ype Common En Biect Description
2 5 4 Blocks: AB/C/D
(/] g Guard stang Coll Priuity Mimean o n v et
'_ 1 Network Camera
2 PC Station
© I Guerd stang 2 Guard Ui P-21)
A Downlaad Al Close Totaly 40 flats
@ 6L Guerd st
Call Count 12
@ 6L Guerd st
Sucoeed Call Count 1
Read From Device Parameter Management Call Table Close
Refresh Onling import Export Report Device

Button Call Table: This table is for door station and monitors calling guard centre
The table is actually a Mapping between Guard Centre and Door station/Monitor.
It's to say:

For door station, press the specified button(DMR11) or input the specified No.(DMR18) to
call the corresponding Guard Centre.

For Monitors, press the specified No. in the Namelist to call the corresponding Guard
Centre.

1) View & Edit

Click Add Guard Centre button to pick one Guard Centre for 32




Write To Device

o —

Pick one Guard Centre for 32, then press ok button

Fiter ||

| Device Name P | Device Address
> | Default GL e
| |Guard Station 3 (192.168.0.243) 192.168.0.243
| |Guard Station 4 (152.168.0.244) 192.168.0.244
| |Guard Station 2 (192.168.0.253) 192.168.0.253
| | Guard Station 1 (182.168.0.254) 192.168.0.254

oK Cancel

™ View & Edit Button Call Table X

T«

Write To Device

Close
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If you want to cancel the mapping between call No. and Guard Centre, press the Delete
Guard Centre button

"= View & Edit Button Call Table

Buiding B Block (192.168.0.22)

Index | Device Name [ | Address -

P Delete Guard Centre

i
g

Write To Device Close

Repeat the similar operation to fulfill the mapping between call No. and Guard Centre.

* View & Edit Button Call Table

Selection
Buidng B Block (192.168.0.22)
Button Call Map
Index | Deviee Name ) Address ] -
| |08
| |10
{11
| |12
| |13
| |14 i
| |15
| |1
| 17
|8
Ll
[ |0
Ll
| |22
|23 =
Ll
Ll2s
26
27
2 Guard Station 2 (192.168.0.253)
EY Guard Station 3 (192.168.0.243) 192.168.0.243
| |3 Guard Station 1 (192.168.0.254) 192.168.0.254
b Default GL 192.168.0.254 FFFF =
Write To Device Close
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"= 'View & Edit Button Call Table

Selection

Building B

Button Call Map

Block (192.168.0.22)

&

Index
| |08
10
11

v |
B

Device Name

Guard Station 2 (152.165.0.253)
Guard Station 3 (192.168.0.243)
Guard Station 1 (192. 168.0.254)
Default GL

‘Write To Device

- 192.168.0.253
192.168.0.243
192.168.0.254

192.168.0.254 FFFF

Close

Press the Write to Device button to save and download to the corresponding DT-IPC after

finish.

The below table is the description for the mapping

Direct Button Door |-y v 0wt Door | Namelist | Callin
Index | Device Name | Station(DMR11/D8 + | o2 P rametst | aling
Station(DMR18) | in Monitor | Diversion
EP24)
Guard Station4 | Specified Button.
28 (192.168.0.244) | 28th button by default 28 28 No
Guard Station 2 | Specified Button.
29 (192.168.0.253) | 29th button by default 29 29 No
Guard Station 3 | Specified Button.
30 (192.168.0.243) | 30th button by default 30 30 No
Guard Station 1 | Specified Button.
3 (192.168.0.254) | 31st button by default 3 3 No
Specified Button.
32 Default GL 32nd button by default 32 32 Yes
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Note that: for the above example, press 32 to call Default GL, calling can be diverted when
destination is busy or offline. The called Guard Centres and diverting order depend on
the info that had been stored in the corresponding DT-IPC. Press View on Device of Call
Priority to view the Guard Centre Priority. The operation for Guard Centre Priority will be
introduced in the next part.

2) View On Device

You can check the info in the DT-IPC by pressing the View On Device button

Continue previous operation, press the View On Device after Write to Device operation.
The table is as follow:

; ® Button Call Table On Device

Building information

Building B Block (192.168.0.22)

|® PC ‘Guard Station 4 192.168.0.244
29 GL-IPC ‘Guard Station 2 192.168.0.253
30 PC Guard Station 3 192.168.0.243
31 GL-IPC ‘Guard Station 1 192.168.0.254

Close

Call Priority

This Call Priority operation is only for the corresponding DT-IPC.

Because we can download the default Guard Center Priority to all the DT-IPC in the Global
Setting( eg. Click right mouse button on Benchmark Project -> Guard Center Priority), you
should firstly press the View On Device to check if the priority setting is ok. If not, press
View & Edit button entry the setting.




2 Guard Center Priority B Block (192.168.0.22)

Gl 92,16 v | To setting the ip address of GL 1
GL2 To setting the ip address of GL 2
GL3 To setting the ip address of GL 3
G4 To setting the ip address of GL 4
GLS To setting the ip address of GL 5
GLE To setting the ip address of GL &
a7 v To setting the ip address of GL 7
GL8 To setting the ip address of GL 8
Write To Device Close

If you don’t want to use the Default setting, deselect the Use Project Default item, and then
edit the private calling diverting order for the corresponding DT-IPC. Press write To Device

button to

Click the Download All button to download Button Call Table, IP Call Table and Call Priority

download the info to the corresponding DT-IPC.

at one time.

"® Call Table Setting B Block (192.168.0.22)

Button Call Table View & Edit View On Device

Common Call Table

1P Call Table View & Edit " View On Device

Call Priority View & Edit View On Device
Download All Close
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6. Call Table for Digital Input Common Entrance Panel(DMR18)

192.168.0.25 had been configurated to be CDS(Common Door Station) in IP Node Config
Chapter.

Assume that DMR18 had been connected to this DT-IPC.

For Digital Input Common Door Station(DMR18), only Common Call Table and Call Priority
should be cared about. For Call Priority setting is similar to call Priority section in Call Table
for Blocks chapter, this chapter just focus on Common Call Table.

Click right mouse button on Common Entrance and select Management, then select Call
Table button into the following interface. Note that Common Call Table is equivalent to
Input Table in the project submenu(The pop-up menu when click right mouse button on
Benchmark project)

| T — 68025)

Button Call Table View & Edit View On Device

Common Call Table View & Edit View On Device

1P Call Table View & Edit View On Device

Call Priority View & Edit View On Device
Download All Close

The default rule for digital input common door station calling monitors is ‘IP Node’ + ‘User
Code’.

If the default calling rule can meet project requirement, only guard center calling rule is
need to be configurated. If not, both of guard center and monitor calling rule must be
configurated.




Mapping Rule

* Using Default Rule to call Guard Unit and monitors. For example, press 254-01 to call
Guard Station 1, press 243-01 to call Guard Station 3, press 024-15 to call the monitor
whose user code is 15 in D block.

* New rule for Mapping between Common Entrance and monitors

Selection
Buldng ALl - | Show DS | Show 1M | Show GL &PC
Call Input
| » | Address | Model | Device Name | €5 Input | -~
| |152.188.0.23 0008 Monitor (DT) € Block-0008 00308
| [192.168.0.24 1 DMRL11S/DOD) © Block-D1(DMR 17)
| |192.168.0.24 0009 Menitor (OT) D Block 0009
| |1952.188.0.24 0010 Monitor (DT) D Block-0010
| |192.168.0.24 0011 Menitor(DT) D Block-0011
0012 Monitor (DT) D Blodk-0012
0013 Monitor{DT) D Block-0013
0014 Monitor (D) D Block-0014
0015 Menitor(DT) D Block-0015
| |192.168.0. 0036 Monitor(PT) D Block-0015
| |152.188.0.24 0017 Monitor (DT) D Block-0017
| |192.188.0.24 0018 Monitor{DT) D Block-0018
1 192.168.0.24 0019 Monitor (DT) D Blodk-0019 |
| |1sz.1s80.29 0020 Monitor(0T) D Block-0020
| |192.168.0.24 0021 Monitor (DT) D Blode-021
| |192.168.0.24 0022 me{DTJ D Block-0022
| |152.168.0.24 0023 [ Mmz:
! d
| [1952.188.0.25 1 Common Entrance 1-01{DMR1S
| |192.188.0.26 1 Dmusjb(ln] Comman Entrance 2-01(DMR11
| |192.188.0.243 FC Guard Staton 3 00003
| |192.168.0.244 PC Guard Station 4 00004
'__: 192.168.0.253 GLPC Guard Station 2 00002
| |152.188.0.254 GLPC Guard Station 1 00001 =
Writeto all device Close

As the above CDS Input, for example, press 004-07 to call the monitor whose user code is
15 in D block after the rules are download to device.

7. Call Table for Direct Button Common Entrance Panel(DMR11)

For Direct Button Common Door Station, only Button Call Table and Call Priority should be
cared about. For Call Priority setting is similar to call Priority section in Call Table for Blocks
chapter, this chapter just focus on Button Call Table.

192.168.0.26 had been configurated to be a CDS(Common Door Station) in IP Node Config
Chapter. Assume that DMR11/D8 and EP24 had been connected to this DT-IPC.

Click right mouse button on Common Entrance and select Management, then select Call
Table button into the following interface.
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"®'Call Table Setting Common Entrance 2 (192.168.0.26)

Button Call Table View & Edit View On Device
Common Call Table View & Edit View On Device
1P Call Table View & Edit View On Device
call Priority View & Edit View On Device
Download All Close

Press View & Edit of Button Call Table tab to edit the calling mapping, just like the following
picture.

"% View & Edit Button Call Table

Selection

Buiding Common Entrance 2 (192.168.0.26)

Button Call Map
| Index | Device Name P Address e
> 1

0z

03

04

g: Add one user

07
08
hid F
10
1
12
13
14
15
15
17
18 L)
19
20
21
22
3
24

Write To Device Close




It will pop up a window for you to pick a user. Just like the following picture

Yiew & Edit Button Call Table

But] =
T = |-
B A
of | | Block-0002(Tony) (192.166.0.21) 192.168.0.21 0002
| |d [ ] sock-0003(3acko) (192.168.0.29) 152.168.0.21 0003
| |d | |4 stock-0032(Cato) (132.168.0.21) 192.168.0.21 0032
| |d | [soiock-0001 (192.163.0.22) 192.168.0.22 0001
d B Block-0002 (192. 168.0.22) 192.168.0.22 0002 =
| |d | |8Biock-0003 (152.168.0.22) 152.168.0.22 0003
| |of | |5Biock-0004(192.163.0.22) 192.168.0.22 0004
| |df | [siock-0005 (192.163.0.22) 192.168.0.22 0005 =
|| _B Block-0006 (192. 168.0.22) 152.168.0.22 0006
| |4 | |ooiock-0007 (192.163.0.22) 192.168.0.22 0007 |
| |8 Block-0008 (192.168.0.22) 192.168.0.22 0008 g
B chh:k-ﬂml (192.168.0.23) 192.168.0.23 0001
: :CMMZ (152.168.0.23) 152.168.0.23 0002
| (4 | | stock-0003 (152.168.0.23) 192.168.0.23 0003
| (4 | |cetock-0004 (192.168.0.23) 192.168.0.23 0004
C Block-0005 (192. 168.0.23) 192.168.0.23 0005 |
[ [A [ lc sock0006 (152.168.0.23) 152.168.0.23 0005 L
€ Block-0007 (152.168.0.23) 192.168.0.23 0007
:2 :Cﬂod(m (192.168.0.23) 192.168.0.23 0008
HE _DMM (152.168.0.249) 152.168.0.24 000%
| |4 | |ostock0010 (192.168.0.29) 192.168.0.24 0010
| |4 | ostock0011 (192.168.0.29) 192.168.0.24 0011 b
Write To Device 1 Close

The picture just as following picture

Buiding Common Entrance 2 (192.168.0.26)

Button Cal Map

Delete one user

BNNBeeESshebiheel38S R

24

Write To Device | Close
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Fulfill the call table, then press Write To Device to download the info to the corresponding
DT-IPC. You can call user or Guard Center by the corresponding button, for example, press
32nd button to call Default Guard Center, press 20th button to call the monitor whose user
code is 15 in D block.

Selection
Building Common Entrance 2 (192.168.0.26)
Button Call Map
|| index | Device Name P Address -
09 C Block-0002 (192, 168.0.23) 192,168.0.23 0002
: 10 C Block-0003 (192.168.0.23) 192.168.0.23 0003
| ju C Block-0004 (192.168.0.23) 192.168.0.23 0004
|12 C Block-0005 (192.168.0.23) 192.168.0.23 0005
|13 C Block-0006 (192.168.0.23) 192,168.0.23 0006
: 14 C Block-0007 (192.168.0.23) 192.168.0.23 0007 i
|15 C Block-0008 (192.168.0.23) 192.168.0.23 0008
|16 D Block-0011 (192, 168.0.24) 192,168.0.24 0011
| 17 D Block-0012 (192.168.0.24) 192,168.0.24 0012
| 18 D Block-0013 (192.168.0.24) 192.168.0.24 0013
|12 D Block-0014 (192.168.0.24) 192.168.0.24 0014
20 D Block-0015 (192.168.0.24) 192,168.0.24 0015
: 21 D Block-0016 (192.168.0.24) 192.168.0.24 0018
|22 D Block-0017 (192.168.0.24) 192.168.0.24 0017
|3 D Block-0018 (192.168.0.24) 192.168.0.24 0018 |
24 D Block-0019 (192, 168.0.24) 192,168.0.24 0019
: 25 D Block-0020 (192.168.0.24) 192.168.0.24 0020
BES D Block-0021 (192.168.0.24) 192.168.0.24 0021
|27 D Block-0022 (192, 168.0.24) 192,168.0.24 0022
|28 D Block-0023 (192.168.0.24) 192,168.0.24 0023
: 23 D Block-0024 (192.168.0.24) 192.168.0.24 0024
| |30 Guard Station 3 (192.168.0.243) 192.168.0.243
31 IGuard Station 2 (192.168.0,253) 192,168.0.253
fis2is8.025 JFeE
Write To Device Close

8. Parameter Management for Blocks and Common Door Station

Because the item meanings of parameter management for blocks and common door
station are the same. So just take B Block of Benchmark Project as an Example

Click right mouse button on B Block, select Management, then select Parameter
Management in next page. Then it will pop up Parameter Management page




R Ty T (1‘9116‘5.0,‘22)' e

General Advanced Dip Status

g
5

Call wait Time 50 = To set how long the door keeps open after unlock.

Call Talk Time To enable Monitor speak to Door Station in Monitoring.

M Ring Number 1 - To select the unlock relay dry contact type.

Call Transfer Wait Time 0 s To select the unlock relay dry contact type.

Read From Device ‘Write To Device Reset To Default Import Export Close

Button Description:
Read From Device: Read all the info stored in the device
Write To Device: Write all the info to the device

Reset To Default: Reset all the info in the database to Default(Note that the operation is
for database in PC, if you want to reset the device info, press Reset To Default and then
press Write To Device)

Import: Import a parameter file that has been saved before to reset the info.
Export: Export a parameter file to backup the current info.

Close: Close the Parameter Management page

General Setting Description:

Call Wait Time: To set calling waiting time for door station and monitor. Range from 10 to
600s.

Call Talk Time: To set limitation for talking time. Range from 10 to 600s
IM Ring Number: To set the ring times for monitor when called. Range from 1 to 4

Call Transfer Wait Time: To set waiting time before diverting calling to next Guard Center

Advanced Setting Description
a. Call Priority

To set priority for different calling. Range from 1 to 4, 1 is the lowest priority, and 4 is the
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highest one.
GL Call IM: To set Priority for Guard Center calling indoor monitor.
CDS Call IM: To set Priority for Common Door Station call indoor monitor.

DS Call IM: To Set Priority for door station call indoor monitor

b. 8210 Control

IP-8210 Reset Check Number: If DT-IPC had been detected offline N times, start power-
down mode. To set the N value.

IP-8210 Power Cut Time: Timing for power-down when reset DT-IPC
IP-8210 Reset Count: Counting for DT8210 resets

c. Call Table Quan
Rows of Common Call Table: To set rows of common call table. Default is 110.
Rows of IP Table: To set rows of IP Table. Default is 32.

Rows of Room Call Table: To set rows of Room Call Table. Default is 32.

. ManagementB — {19? B ?} e e

General Advanced | Dip Status
K|
Call Priority E
GL Call M To set Limitation of Monitoring operation.
CD5 Call IM 1 = To set called Monitor’s wait and ring time.
05 Call M 1 = To set Limitation of Monitor's talking operation.
8210 Control
IP-8210 Reset Check Number |3 = P-8210}E SN IR LR, BEbif
IP-8210 Power Cut Time 3 o 1P-32 10Mf e S AT e AR i8]
IP-8210 Reset Count 0 = 1P-G2 108 e 8 (7R, R PR (]
Call Table Quan
Rows of Common Call Table 110 = To set Limitation of Monitoring operation.
Rows of IP Table 32 = To set switch time when multi Door Stations are installed.
Rows of Room Call Table 32 = To set called Monitor's wait and ring time.
Read From Device Write To Device Reset To Default Import Export Close
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DIP Status
The DIP Status page is used to show the DIP status of SW201 in DT-IPC.

DIP OFF ON ON
1 Reserved Reserved
2 Other DS DT591/DT592
3 Local Guard Center Network Guard Center
4 Door Station Common Door Station 1 2 3 4

Dip Status page Description

Guard Center: To show the 3rd DIP status of SW201, Local Guard Center or Network
Guard Center. Local Guard Center stands for DIP OFF, press Direct Call Guard Unit button
in the intercom menu of monitor to call monitor who is used as one local guard center.
Network Guard Center stands for DIP ON, press Direct Call Guard Unit button to call Guard
Center, PC station or Guard Station.

DS Work Mode: To show the 2nd DIP status of SW201, DT591/DT592 or other door
station. If it shows DT591, it stands for DIP ON. In this status, when calling the monitor
whose user code is 00/32 by Guard Center or Common Door Station, monitors whose user
codes are in the range of 1 to 15 will respond the calling as slave monitors. If it show other,
no such a function.

Work Mode: To show the 4th DIP status of SW201, Door Station or Common Door Station.
If it shows Door Station, door stations works as a door station, or else, works as a common
door station.

® Darameters Management A Block [‘1’92;168,!}.?1}

General Advanced Dip Status
S2)
Guard Center The guard center satting
DS Werk Mode 07551 ¥ The work mode of door station
Work Mode Door Station - To enable Maonitor speak to Door Station in Monitoring.
Read From Device Write Ta Device Reset To Default Impart Expart Close
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3.3.1 Overview

What's IP-Agent

IP-Agent is one part of PC Station. It's a guard center that enables you communicate with
user, entrance of blocks, common entrances and other guard centers in one residential
area via IP network.

Unlock door when talking with entrances or monitoring.
Capture picture of entrances when monitoring or calling entrances
Record video automatically when incoming calling from entrances

Record video manually when monitoring or calling entrances

Concepts

Device: Including PC Station, Guard Station, Common Door Station, Door Station,
Monitors and Network Camera

IP Device.exe: IP Device.exe is used to configurated device for IP-Agent.

GL: Guard Station, eg. IP-G21, used to call entrances and users. It can monitor/unlock
entrances too.

PC: IP-Agent, including the same function to GL, but it can record video and capture
picture besides above-mentioned function.

DS: Door Station, A device is installed in front of block entrance to call flats or Guard
Centers.

CDS: Common Door Station, installed in the entrances of residential area to call users and
Guard Centers.

IM: Indoor Monitor.

IP Node: The IP address of device.

Key Features of IP-Agent
Monitor Viewer
-Show all the devices that have been configurated by IP-Device.exe, Including
lists of Guard Centers, CDS & DS, monitors and network camera
-Show the device name and its IP Node.
-1t will pop up a new window for operation when calling.

-Unlock DS & CDS when calling and talking




-Capture picture of DS & CDS when monitoring, calling and talking manually.
-Record video of DS & CDS when monitoring calling and talking manually
- Record video automatically when incoming calling from DS & CDS, optional
-Transmit Video of related camera to monitor when calling user, optional
-Monitor up to 12 devices(CD/CDS) simultaneously
-Monitoring can be activated automatically when IP-Agent gets start.
-Support two kind of pixel aspect ratios formats, 4:3 and 16:9
-Support full screen mode.

Call List
-Record info of all the calls, incoming calls and missed calls

Alarm
-Record info of all the alarm and events

Record Viewer
-Replay audio and video records

Capture Viewer
-Replay captured picture

Setup
-General Setting: Camera IP function, files path located for captured pictures and
video records, language selection, video type, max time for calling and monitoring.
-Alarm setting: Name alarm regions, set alarm sound
-View & Layout: Set max channel for monitoring, select DS/CDS to monitor
automatically when IP-Agent get starts, view info

- Handset usage setting, optional

3.3.2 IP-Agent Description

On your desktop, click the program icon that has been created automatically. IP-Agent gets
starts.
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Login
To Access IP-Agent, you must log in with a registered account at first

1. On your desktop, double click the IP-Agent icon,the login dialog should appear.
2. Provide the user ID and password

Default ID: device

Default Password: 123456

3. Provide the Server name and Database Name
Server name: machine name + \K2012’

Database Name: K2012

* The default password can be exposed to a hacking thread so it is recommended to
change the password by IP-Admin software after installing the product.

Note that the security and other related issues caused by the unchanged password shall
be responsible for the user.

* The following is an example of login failure, if you input an incorrect ID or password, you
will see the error message.

@ Irvvald ID or password

The following is another example of login failure, if you input an incorrect Server Name or
Database Name, you will see the error message.

@ Can't confecied o S0 Serves




IP-Agent at a Glance

i 2012

A @APC

Item Name Description
1 S/W Title Bar Display the name of the software
2 ID Shows the user ID
3 Monitor Launches the Monitor Viewer.
4 Record Launches the Record Viewer
5 Capture Launches the Capture Viewer
6 Setup Open the setup page
7 Exit Terminates the application

3.3.3 Monitor Viewer

From the top right corner of the IP-Agent main screen, click the [Monitor] tab.

B

?
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Name and Fuction of each Item in Monitor Viewer

IP 2012

ID device

Item Name Description
1 Device List Consists of 4 parts: GL&PC, DS&CDS, Monitor&Camera
2 Call List Call info record
3 Alarm Alarm and events record
4 Unlock 1 * Unlock the first latch of the entrance
5 Unlock 2 * Unlock the second latch of the entrance
6 Capture Capture a picture of the selected video window
7 Record Performs/Stop Recording the selected video window
8 Digital Keypad Open digital keypad for operation
9 Exit Exit monitoring
10 Maximum Maximize the monitoring screen
" Aspect Ratio Select an aspect ratio and a number of split screen
12 Reserved Reserved
13 Reserved Reserved
14 Monitor Screen Displays the monitor viewer screen
15 Adjust Window Button | Displays or hides the menu window
16 Video Screen Displays monitoring video

'
~
n




*Note that Unlock 1 and Unlock 2 buttons can unlock the 1st and 2nd latches respectively
if door station model can connect two latches. Both of Unlock 1 and Unlock 2 buttons can
unlock the latch if door station model can only connect one latch

Name and Function of each Item in the the Monitor Window

A\Block:z01(DIN592)

1 Monitor Time Displays the monitor time

2 Device Name Displays the name of the monitored device

Name and Function of each Item in the Pop-up Calling Window

It will pop up a calling window for video and operation when there is a calling to DS/CDS or
an incoming calling from DS/CDS

IP-2 wire system technical guide




Item Name Description

1 Capture Capture a picture of the video window

2 Record Performs/Stop recording the video window

3 Unlock 1 Unlock the first latch of the entrance

4 Unlock 2 Unlock the second latch of the entrance

5 Speaker Volume Adjust speaker volume via up and down button
Mic Volume Adjust mic volume via up and down button

6 Exit Exit the communication window

7 Maximum Maximize the video window
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Device List

Device List consists of 4 parts, including GL & PC, DS & CDS, Monitor and Camera.

After device configuration operation in IP Device software, all the devices that have been
configurated in IP Device will shown in the Device List.

Icons & Description:

1.: @- Device Online

2.: @- Device Offline

3.: W PC Online, but IP-Agent doesn’t open
4.: N:M Invalid Model

5.: Niw Call

6.: MiM Monitor

a.GL & PC

GL & PC is a list of Guard Centers, including Guard Station

(&

and IP-Agent. In the GL & PC frame, you can see other

Guard Center status.

Guard Station 1 (192.168.0.254)

Press [@ button to reflash Guard Center status

Press . button to call the related Guard Center

* Call

It will pop up a calling window when calling a Guard Center. Press button to exit the
calling window.

Call Succeed:

Wait pickup

Talking to

Guard Station 2 . Guard Station 2

1) Call and wait for picking up 2) Talking established if the called Guard
Center picks up
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Call Failure: *

Detail refers to trouble shooting

Linking fail,the target no response

Incoming "
2530031 ‘lallup_u to
s 2530031

1) Press Accept to entry talking status, 2) Talking established after accept the
else press Refuse to deny the calling calling, you can press Handup button to
end the conversation

b. DS & CDS
All the door stations & common door stations are listed in this frame.
* Search one DS/CDS

You can input full or part of a device name to search one DS or CDS in the Search input
box.

You can call or monitor DS or CDS in the DS & CDS frame
* CALL

Press . button to call the related DS or CDS, then it will pop up a window for video and
operation
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* Incomcing Call

1) Press Accept to entry talking status,
else press Refuse to deny the calling

* Monitoring DS/CDS

Press . button to monitor the related DS or CDS. The video will be shown in the focused monitor

window.

fClBIock 0 FOMRL1Y

2) Talking established after accept the
calling, you can press Handup button to

end the conversation
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All the monitors of one selected building are listed in this frame.

c. Monitor

* Search a user
1) Click Building box and Select the related building
2) Input full or part of a monitor name in the Search input box

A GLAPC
a D5&CDS

w* Monitor

Euddng

Press . button to call the selected monitor, then it will pop up a window for calling

* Call when no IP Camera

kup

C Block-0004

1) Call and wait for picking up 2) Talking established if the called monitor
picks up
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* Call when IP Camera connected

If IP Camera function is activated by setting*, video of IP Camera will be transmitted to IP-

Agent and the called monitor simultaneously.

*Details refer to SETTING Chapter

1) Call and wait for picking up

* Incoming Call

1) Press Accept to entry talking status,
else press Refuse to deny the calling

00: 26

2) Talking established if the called monitor
picks up

Talking to

C Block-0006

2) Talking established after accept the
calling, you can press Handup button to
end the conversation

-79- —



d. Camera

You can connect one camera to IP Network via CM-IPC.
Press to view the network camera

]

Metwark Camera (192 168.0.20)

Call List

Click the Call List tab to unfold the lists.
Call List is a record that includes call destination/call source, date, time and length of time

* lcons & Description of Sub Lists

1. (All Call): All call info including outgoing calls, incoming call, missed calls
2. B (calls): Outgoing call info

3. (Incomings): Incoming call info

4. Bl (vissed calls): Missed call info

Double click one record to call the related destination

1.All Calls 2.0utgoing calls 3.Incoming calls 4 Missed calls
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3.3.4 Record Viewer

From the top right corner of the IP-Agent main screen, click the [Record] tab.

Name and Function of each Item in Record View

[

ID device Benchmark Project 246 (192.168.0.246)

(]

Item Name Description
1 Record List Includes audio record, video record and talking record
2 Video Screen Displays video/audio record
3 Record Controller Controls record playing
4 Progress Bar Shows the playing progress when playing record

-81- —



Name and Function of each Item in the Record Window

2012:-01-0509:49:21

B]BITEKT D2 (DMRAE)

+
:
Item Name Description
1 Device Name Displays the recorded device name
2 Record Time Displays the time when the video/audio was recorded
Record List

Record operation will be activated in the following cases:

1.Incoming calls from DS/CDS or monitor and respond the
calls

2.Call DS/CDS or monitor and Auto Recording On Call function
has been activated by setting*1

3.Monitor DS/CDS and Auto Recording On Monitor function
has been activated by setting*2

*1 & *2: Details refer to Setting Chapter
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Icons & Description
1.E (All Record): All record including audio record, video record and talk record

2.“ (Audio Record): Audio record for conversation between IP-Agent and monitor(based
on setting), no video

3. (Video Record): Video record for DS/CDS when monitoring(based on setting) , no
audio

4. H (Talk Record): Talk record for conversation with video
5. (Record Filter): Filter record by specific time and address

Doubile click to select one record to display in the video screen. As you see, more than one
record can display in the video screen simultaneously, the number of displaying videos is
up to the split number of the screen.

2012-01-06 O 2012-01-05 11:12:41

c z\nck-rl:r‘u'u(: ‘ _
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3.3.5 Capture Viewer

Name and Function of each Item in the Capture Viewer

Item Name Description
1 Captured Picture List | Click to select the specific picture
2 Record Filter Filter record by specific time and address
3 Video Screen Displays captured pictures
. Slide to adjust the number of pictures that can be viewed
4 Slide bar . . .
simultaneously in the video screen
5 Scroll bar Slide to browse other pictures
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To View Big Picture

1. Select one picture in the captured picture list.

2. Double click the selected picture, then video screen will turn to big picture mode from
browse mode.

1) Browse mode

2) Big picture mode

raject 248 (1921680 248)

Bezcl o B o B 7
L. __ B __ ____F . —

ID]B |oc k20 17 DI RAH)

If you want to back to browse mode, just double click on one picture in the video screen
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3.3.6 Setting
From the top right corner of the IP-Agent main screen, click the m button to entry setting
page.

a. General

E Setting (]
.

= Tithe O%0

W Time E

&
',
|

5

Capture

Rcord

m B

Languags

Vidheo

Timiar

]

oK Cancel

= | Title OSD
Time: Show time in video window when monitoring or calling
Name: Show device name in video window when monitoring or calling

Twp

IP: Select the local machine address
Camera IP: Input IP Address of IP-Agent camera

Use IP Camera in IM call: Transmit video of IP-Agent camera to the called monitor

Use IP Camera in GL call: Transmit video of IP-Agent camera to the called Guard Center

E Capture

Capture Path: Select a path to save all captured pictures
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H Record

Record Path: Select a path to save all record documents

Auto Recording On Call: Activate auto recording when IP-Agent call devices
Auto Recording On Monitoring: Activate auto recording when monitoring devices
@ Language

Language: English or Chinese(Simplified) optional

5 video

Video Type: PAL or NTSC optional

Maintain the aspect ratio: Maintain the aspect ratio or not

C-;;" Timer

Max call time: To set max call waiting time

Max monitor time: To set max monitor time for monitoring

b. Alarm Setting

Reserved function for 2 wire system

c. View & Layout

E Setting

- Channel On Start
v

'.'- Haonitor On Start

=
o -

T View

IS
¥ o -
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- Channel On Start : To set initial aspect ratio and split number of the video screen
when IP-Agent gets start

Layout: To set initial aspect ratio for video screen when IP-Agent gets start
Channel Number: To set initial channel number for video screen when IP-Agent gets start

Enable Max Channel: Deselect the option to disable 9 and 12 channel selection in the
main frame

-

5 Monitor On Start: To select specific DS/CDS to monitor automatically when IP-Agent
gets start

., View: Device list display setting
Show IP: Deselect the option to hide IP address of devices

Auto Collaps List: To set display format of device list, call list & alarm list. You can unfold
more than one list in the frame if deselecting the option. If not, you just can unfold one list,
previous unfolded list will be folded automatically if you unfold a new list.

Auto Size List: Disable this option if deselect Auto Collaps List. If select Auto Collaps List
& then select the option, list will be unfolded to max size.

d. Handset

E Setting a

- Handset

oK Cancel




Handset: Add one handset to IP-Agent

Use handset: Enable a handset

Com Port: Select related com port for the connected handset
Ring Sound: Select a Ring Tone for handset

Ring Volume: Adjust Ring Volume for handset
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Appendix 1

Prepare a IP network in DT system

All the setup is set in IP-Device software beside door station ID code setting, Monitor user
code setting and DIP setting of DT-IPC.

1. Project Property

Project Name: TESTO001

Project Descriptions: Totally 4 blocks, 2 Common Entrances, 2 G3LV, 2 IP-Agent
Project Remark: 2 wire system

IP seg: 192.168.0.X

2. IP Node Config
Config the IP Node which will be used in this project

IP Enable Model Device Name
192.168.0.20 yes CM-IPC Network Camera
192.168.0.21 yes DT-IPC_DS A Block
192.168.0.22 yes DT-IPC_DS B Block
192.168.0.23 yes DT-IPC_DS C Block
192.168.0.24 yes DT-IPC_DS D Block
192.168.0.25 yes DT-IPC_CDS Common Door Station 1
192.168.0.26 yes DT-IPC_CDS Common Door Station 2
192.168.0.240 yes C5-IPC Guard Unit Camera
192.168.0.243 yes PC Guard Station 3
192.168.0.244 yes PC Guard Station 4
192.168.0.253 yes GL-IPC Guard Station 2
192.168.0.254 yes GL-IPC Guard Station 1
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3. Guard Centre Priority

Default GL Input 00
The Order of Default GL call transfer
GL1 254(192.168.0.254)
GL2 253(192.168.0.253)
GL3 243(192.168.0.243)
GL4 244(192.168.0.244)
GL5 none
GL6 none
GL7 none
GL8 none

4. DS Config, Monitor Config and CDS Config

Why need config Door Station, monitor and common door station(CDS)

1) You have to config Door station(DS), monitor and common door station(CDS) before
setup Input Table

2) Config DS, monitor and CDS for using IP-Agent
3) Can check DS, monitors and CDS if they are online

5. Input Table(For Global Room Input)

Why need Input Table?

Input table is a Global Room Input Table for DMR18(Common Door Station) to call all flats
by using special input rules.

If default input rules can meet requirement, no necessary to setup Input Table(Default: IP +
User Code).
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CDS

IP Address| Model Device Name
Input

192.168.0.21 1 DT59X ABlock-01(DT592)
192.168.0.21 2 DT59X ABlock-02(DT592)
192.168.0.21 0001 Monitor(DT) ABlock-0001(Slave) 001-01
192.168.0.21 0002 Monitor(DT) A Block-0002(Slave) 001-02
192.168.0.21 0003 Monitor(DT) A Block-0003(Slave) 001-03
192.168.0.21 0032 Monitor(DT) A Block-00 or 32(Master) 001-00
192.168.0.22 1 DMR18 B Block-01
192.168.022 | 2 DMR18 B Block-02
192.168.0.22 | 0001 Monitor(DT) B Block-0001 002-01
192.168.0.22 | 0002 Monitor(DT) B Block-0002 002-02
192.168.0.22 | 0003 Monitor(DT) B Block-0003 002-03
192.168.0.22 | 0004 Monitor(DT) B Block-0004 002-04
192.168.0.22 | 0005 Monitor(DT) B Block-0005 002-05
192.168.0.22 | 0006 Monitor(DT) B Block-0006 002-06
192.168.0.22 | 0007 Monitor(DT) B Block-0007 002-07
192.168.0.22 | 0008 Monitor(DT) B Block-0008 002-08
192.168.0.23 1 DMR11S/D(ID) | C Block-01(DMR11)
192.168.023 | 2 DMR11S/D(ID) | C Block-02(DMR11)
192.168.023 |3 DMR11S/D(ID) | C Block-03(DMR11)
192.168.0.23 | 4 DT59X C Block-04(DT598)
192.168.0.23 | 0001 Monitor(DT) C Block-0001 003-01
192.168.0.23 | 0002 Monitor(DT) C Block-0002 003-02
192.168.0.23 | 0003 Monitor(DT) C Block-0003 003-03
192.168.0.23 | 0004 Monitor(DT) C Block-0004 003-04
192.168.0.23 | 0005 Monitor(DT) C Block-0005 003-05
192.168.0.23 | 0006 Monitor(DT) C Block-0006 003-06
192.168.0.23 | 0007 Monitor(DT) C Block-0007 003-07
192.168.0.23 | 0008 Monitor(DT) C Block-0008 003-08
192.168.0.24 1 DMR11S/D(ID) | D Block-01(DMR11/D8+EP24)
192.168.0.24 | 0009 Monitor(DT) D Block-0009 004-09
192.168.0.24 | 0010 Monitor(DT) D Block-0010 004-10
192.168.0.24 | 0011 Monitor(DT) D Block-0011 004-11
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IP Address Model Device Name CDS
Input

192.168.0.24 | 0012 Monitor(DT) D Block-0012 004-12
192.168.0.24 | 0013 Monitor(DT) D Block-0013 004-13
192.168.0.24 | 0014 Monitor(DT) D Block-0014 004-14
192.168.0.24 | 0015 Monitor(DT) D Block-0015 004-15
192.168.0.24 | 0016 Monitor(DT) D Block-0016 004-16
192.168.0.24 | 0017 Monitor(DT) D Block-0017 004-17
192.168.0.24 | 0018 Monitor(DT) D Block-0018 004-18
192.168.0.24 | 0019 Monitor(DT) D Block-0019 004-19
192.168.0.24 | 0020 Monitor(DT) D Block-0020 004-20
192.168.0.24 | 0021 Monitor(DT) D Block-0021 004-21
192.168.0.24 | 0022 Monitor(DT) D Block-0022 004-22
192.168.0.24 | 0023 Monitor(DT) D Block-0023 004-23
192.168.0.24 | 0024 Monitor(DT) D Block-0024 004-24
192.168.0.25 | 1 DMR18 Common Door Station 1(DMR18)

192.168.0.26 | 1 DMR11S/D(ID) | Common Door Station 2(DMR11)

192.168.0.243 PC Guard Station 3(IP-Agent) 000-03
192.168.0.244 PC Guard Station 4(IP-Agent) 000-04
192.168.0.253 GL-IPC Guard Station 2 000-02
192.168.0.254 GL-IPC Guard Station 1(G3 000-01

When using Direct Button Door Station

DMR11+EP11
Specify each button to call IM or Guard Station

Note: 4 can be used,but code and target relation is fixed for all 4 DS in this IPC

Layout Map Add: Different model combination of DMR11 S/D + EP S/D

6. Block Setup

Network Camera(192.168.0.20)
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A Block(192.168.0.21)

General Description:

1) 2DS and 4 IM, use DT592 model

2) 1st button in DT592 call all IM. 2nd button call default Guard Unit(Default GL).
3) User Namelist in IM to call Guard Station

IM Description:

1) Totally 4 IM in this block whose user codes are from 00 to 03

2) [16] in Namelist to call Default GL, [17] to call Guard Station 2(192.168.0.253), [18] to
call Guard Station 3(192.168.0.243)

DS Description:
1) 2 DS, their ID codes : 00 and 01
2) 1st buttton to call all IM, 2nd button to call Default GL

Call Table Setup: A Block -> right Click then select Management -> Select Call Table ->
Select Button Call Table -> Select View & Edit

Edit Button Call Map table:

Index Device Name IP Adress
16 Default GL 192.168.0.254 FFFF
17 Guard Station 2(G3LV) 192.168.0.253
18 Guard Station 3(IP-Agent) 192.168.0.243

Press Write to Device to download the setup to DT-IPC(192.168.0.21) after finished

B Block(192.168.0.22)

General Description: 2 DS and 8 IM, use DMR18 model
IM Description:

1) User codes of 8 IM are from 01 to 08

2) [00] in Namelist to call Default GL, [31] to call Guard Station 2(192.168.0.253), [30] to
call Guard Station 3(192.168.0.243)

DS Description:
1) 2 DMR18, ID code: 00 and 01

2) Input 32 to call Default GL, 31 to call Guard Station 2(192.168.0.253), 30 to call Guard
Station 3(192.168.0.243)

Call Table Setup: A Block -> right Click then select Management -> Select Call Table ->
Select Button Call Table -> Select View & Edit
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Edit Button Call Map table:

Index Device Name IP Adress
32 Default GL 192.168.0.254 FFFF
3 Guard Station 2(G3LV) 192.168.0.253
30 Guard Station 3(IP-Agent) 192.168.0.243

Press Write to Device to download the setup to DT-IPC(192.168.0.22) after finished

C Block(192.168.0.23)

General Description: 4 DS and 8 IM, use DMR11 and DT598 model
IM Description:

1) User codes of IM are from 01 to 08

2) [09] in Namelist to call Default GL, [10] to call Guard Station 2(192.168.0.253), [11] to
call Guard Station 3(192.168.0.243)

DS Description:
1) 3 DMR11 and 1 DT598, ID code: 00,01,02,03

2) Press 09 to call Default GL, 10 to call Guard Station 2(192.168.0.253), 11 to call Guard
Station 3(192.168.0.243)

Call Table Setup: A Block -> right Click then select Management -> Select Call Table ->
Select Button Call Table -> Select View & Edit

Edit Button Call Map table:

Index Device Name IP Adress
09 Default GL 192.168.0.254 FFFF
10 Guard Station 2(G3LV) 192.168.0.253
1 Guard Station 3(IP-Agent) 192.168.0.243

Press Write to Device to download the setup to DT-IPC(192.168.0.23) after finished

D Block(192.168.0.24)

General Description: 1 DMR11 + EP24 and 16 IM
IM Description:

1) User codes of IM are from 09 to 24

2) [00] in Namelist to call Default GL, [31] to call Guard Station 2(192.168.0.253), [30] to
call Guard Station 3(192.168.0.243)
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DS Description:

1) 1 DMR11/8 + EP24, ID code: 00

2)Press 32 to call Default GL, 31 to call Guard Station 2(192.168.0.253), 30 to call Guard
Station 3(192.168.0.243)

Call Table Setup: A Block -> right Click then select Management -> Select Call Table ->

Select Button Call Table -> Select View & Edit

Edit Button Call Map table:

Index Device Name IP Adress
32 Default GL 192.168.0.254 FFFF
31 Guard Station 2(G3LV) 192.168.0.253
30 Guard Station 3(IP-Agent) 192.168.0.243

Press Write to Device to download the setup to DT-IPC(192.168.0.24) after finished
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DT Network Benchmark Platform Diagram
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Appendix 2

System Design Process

1. Analyze Project Requirement

«

2. Count Project Points

‘

3. Select Device Model & Make
Device List

C

4. Draw System Topology Diagram

«

5. Make Project Technical Solution
Document for Business

There are 3 buildings including one villa, two apartments. And there are one common
entrance, 2 Switchboard including 1 PC station & 1 guard station in these residential
complexes. In this application, a door entry system with the features below is required:

1. Analyze Project Requirement

1) It requires a networked connection among these 3 buildings, so that the security room
can manage the residential complexes, e.g. call each flats and receive calling from each
flats.

2) 1 common door station before the common entrance is needed and visitor can call the
resident for unlock.

3) A video outdoor station with ID proximity card reader shall be installed in each building. It
must be vandal proof.

4) Construct an IP DEDICATED network to allow long distance transmission and multi-
channel communication to avoid communication block in the network like 2 Switchboards
can call different buildings respectively at the same time.

5) One indoor monitor with image memory function shall be installed in each flat.

6) Any indoor monitor can call each other and at least 7” screen is required for good picture
quality.
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2. Count Project Points

All the above requirement can be met by 2-Easy intercom system.

No. of floors o Power
Building .| flatson Total flats | IM | Distributor Gateway | DS
for 1 building supply
each floor
ABlock |/ / 1 4 1 1 1 1
B Block 2 16 16 |4 1 1 1
C Block 4 24 24 1 1 2
Total 41 44 | 12 3 3 4
3. Select Device Model & Make Device List
Apartment Device
Series | Name Model Qty Unit | Remark
1 Door Station DMR18 3 PC For B & C blocks
Door Station DT592 1 PC For A block
Monitor DT27SD 44 PC with memory function
One out of them connects
4 Distributor DT-DBC4S 12 PC multi-door stations in C
Block
5 Power Supply | PS5-24V 3 pc | ! power supply feeds one
building
6 Gateway DT-IPC 3 PC
Network Device
Series | Name Model Qty Unit | Remark
1 Guard Station IP-G21 1 PC
i Total 2 Switchboards
9 PC thh PC | 1 PC
Station
3 Common Door | pyiegg | 4 PC |1
Station
One PS5 feeds one G21 and the
4 Power Supply | PS5-24V | 2 PC other feeds common door station
5 Gateway DT-IPC 1 PC For Common Door Station
6 Network Switch | / | PC Thg qugnhty of switch depends on
project installation
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System Wires

Series | Name Model Qty Unit Remark
Using twisted cable to
Wire for connect riser devices in
1 Apartment riser | Twisted Cable / Meter apartments.
connection 2*1.0mm2 or 2*1.5 mm2
is recommended
, Connect to gateway,
2 Wire for N etwork CAT5 / Meter Switchboard and network
Connection switch
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4, System Topology Diagram
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